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Well, in my world, we need to understand the risk.  We need to understand our requirements, we need to understand the vulnerabilities to these assets that my organization is held accountable to protect.  We have to understand the threats to these assets, and then we must mitigate this risk.  And to mitigate the risk, what we’re talking about is, we must establish controls, we’ve got to establish procedures and processes to protect this information, but not to the point that we get strangled by it, because we must use this information to, literally, operate the Shuttle, operate the Station, and progress to the future.  Once we understand the requirements and we understand the vulnerabilities, and we understand mitigation requirements, we set the controls, the processes in place, the ways to monitor how we control all this technology, or how we protect our assets through security activities, then we have to monitor to make sure we do a good job of it, and when we have to do a lot of enforcement—I guess the major role of security is to enforce the rules, enforce the requirements, while again, not stifling our ability to do our programmatic activities.

